
Our work w/ aggregate location time-series
1. Mobility analytics using aggregate locations [1] 

2. Quantify how much privacy do aggregates leak? [2] 

3. Membership inference attacks users contributing to aggregates [3] 
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Agenda

2. Private Data Release with Generative Neural Networks

3. Privacy Leakage from Generative Models as a Service

1. Training (Distributed) ML Models with Privacy

4. Privacy Leakage in Collaborative/Federate ML


